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Abstract. The contribution deals with the topic of relation ship between the mother company and the daughter company, specifically how to control and verify the compliance rules in the daugh ters company. The contribution shows the possibility to implement the compliance rules in the daughter company through the so-called intragroup agreement as a frame to set up a correct control, reporting, consequence management in the daughter company as required by the standards of its mother. The research is useful for companies, which operate through various related structures, alliances.
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1. Introduction

In 2014 there were 26,307,386 active business corporations in the EU.¹ Approx. 2,500,000 new corporations have been settled within the EU annually.² EUROPOL and EMCDDA estimate the annual size of the EU drug market on 24 -31 billion EURO.³ Acc. the EC, the MTIC/VAT tax fraud annual gap is estimated to 5 billion EURO.⁴ The good governance and due care are the tools to avoid the misuse of a corporation for criminal or illegal conducts as mentioned upper through responsible and ethical approach in everyday business. The primary objective of the good governance represents a tool for the constant assess of the compliance maturity of the legal person in order to avoid or to mitigate the risk of criminal liability of the corporation for the past, current and future criminal offences and ensure the constant sustainability of the entrepreneurship in changing environment. Usually dependent on the frame, approach set by the regulatory bodies.

Entering the markets or shall be done directly or indirectly through establishing the SPV or daughter company or buy a control share in the existing one. The newly established daughter company operates suffers from all the problems just like the terms of poor legislation, complicated official procedures to obtain licenses and approvals, and the bureaucratic administration.⁵

Very often the relationship between the public sector and the private sector is still blurred and unclear. There has been no change in the nature of operations between the public and private sectors to enable them to better serve the local community, and accordingly create stability in the investments due to political, geographic, and climatic factors the government is not responsible for. Notwithstanding the existence of a legal framework for the operations of the private sector about business-related procedures, whether related to establishing businesses and other procedures, prolonged litigations and claims.⁶

All these factors raise the risk of corruption, unfair competition, misuse of funds, and breach of trust etc in the newly acquired daughter company. To ensure the same level of compliance and due care driven within its own corporation needs to be applied in a same level also it is daughter corporations, SPV etc. The ration is to mitigate or avoid the responsibility of Mother Company for the illegal conduct subscribed to its daughter. This is done through comprehensive due diligence in the pre-acquisition phase but as well during post-acquisition phase through implementing mother own standards of due care and compliance.

Business has their own responsibility to act with integrity. Following the notion of corporate social responsibility, companies not only need to comply with laws and regulations; it is increasingly expected that they should also adhere to globally-recognized ethical standards and expectations from society (which might even go beyond the law) as part of their business activities. Assessing whether companies implement anti-corruption ethics and compliance programs within their own operations, promote integrity in their supply chains, publically report on their anti-corruption endeavours, or engage in collective action initiatives with their peers or other stakeholders is therefore also relevant to understanding where a country stands on business integrity. We can summarize the main risks of business criminal practices as following:
- criminal offences and financial penalties for the company, imprisonment for directors and managers;⁷
- financial loss to the organization which is caused by paying out in bribes;⁸
- loss of licenses, business reputation and blacklisting, etc.⁹

Adoption of the compliance strategy within an enterprise has a potential to bring benefits to a company. On the one hand, preparation of such a policy would need an extra staff to deal with ethical issues and further costs for program implementation. However, if such a policy would actually function, the costs for its preparation could be regarded as the investment into future savings which would be otherwise paid on damages or leaked out due to irresponsibility of employees and, furthermore, initial costs would be also brought back when a
company will get more financial opportunities thanks to its reputation improvement due to the fact that it operates with high ethical standards. Even results of a 1999 DePaul University study of 300 large companies indicated that those companies "which made an explicit commitment to follow ethical standards provided more than twice the values to shareholders that companies that did not". To sum up, we can talk about the following potentials (Transparency International, 2008)

- enhancement of a company reputation as a business that trades ethically increases its access to national and international markets;
- better prospects to acquire government business;
- better protection of business against legal penalties, blacklisting or loss of licences;
- encouragement of good working relationships and morale;
- not some bribe payer or receiver but the owners will be in real control of their business;
- better management and saving of money which would be otherwise used for bribery or not earned because of inconvenient business.

2. The need of compliance coming from the European legal framework

Common market and free movement of men, goods and assets led the new markets to be entered and the new business models to be established. The business relations started to be more structured and complicated. The corporations face tremendous and dynamic press on the compliance of their every-day business with the required standards. Requirements of the due care are set not only by the ISO norms but also by the ability of a mother company establish high level of ethical conduct in its daughters and SPV and, once established, control it.

Recently introduced concept of the criminal responsibility of legal persons starts to be the second part (even more important in many cases). Due to the fact that criminal liability of legal entities has been introduced in all EU states apart from the Bulgaria, Germany, Greece, Latvia and Sweden, the risk of criminal liability for the corporation materialized if a crime is committed and there is a causal link between the legal entity and a natural person in the exercise of the power to represent that legal person or to exercise the power to take decisions on behalf of that legal person or to exercise the power to exercise control within that legal person or to neglect the supervision or due diligence of that legal person. This concept does not exclude the liability of the mother company to fail to establish effective compliance environment in the daughter company (established or acquired).

In general a legal person is considered to have committed a criminal offence if the criminal offence was committed for its benefit, on its behalf, as part of or through its activities by

(a) its statutory body or a member of its statutory body,
(b) a person performing control or supervision within the legal person, or
(c) another person authorized to represent the legal person or make decisions on its behalf.

(A legal person is considered to have committed a criminal offence also if a person referred to under the letter a) to c) fails, even if by negligence, to properly perform its control and supervision duties, thus allowing a criminal offence being committed by a person acting within the scope of authority conferred by the legal person.

It varies wheatear a legal person shall not be held criminally liable for a criminal offence committed by a person referred above (the employer) if the failure to properly fulfil control and supervision duties by the legal person’s body or persons referred to in (a) to (c) is of negligible significance with regard to the object of activity of the legal person and to the manner, consequences and circumstances of the commission of the offence. Criminal liability of a legal person is not usually conditional on whether the natural person referred to a) to c) has been found criminally liable or on whether it has been established which natural person acted in a manner referred.
As a good example of this practice may be illustrated on the Directive 2008/99/EC of the European Parliament and of the Council of 19 November 2008 on the protection of the environment through criminal law that establishes the obligation of all member States the following conduct constitutes a criminal offence, when unlawful and committed intentionally or with at least serious negligence:

- the discharge, emission or introduction of a quantity of materials or ionizing radiation into air, soil or water, which causes or is likely to cause death or serious injury to any person or substantial damage to the quality of air, the quality of soil or the quality of water, or to animals or plants;
- the collection, transport, recovery or disposal of waste, including the supervision of such operations and the after-care of disposal sites, and including action taken as a dealer or a broker (waste management), which causes or is likely to cause death or serious injury to any person or substantial damage to the quality of air, the quality of soil or the quality of water, or to animals or plants;
- the shipment of waste, where this activity falls within the scope of Article 2(35) of Regulation (EC) No 1013/2006 of the European Parliament and of the Council of 14 June 2006 on shipments of waste and is undertaken in a non-negligible quantity, whether executed in a single shipment or in several shipments which appear to be linked;
- the operation of a plant in which a dangerous activity is carried out or in which dangerous substances or preparations are stored or used and which, outside the plant, causes or is likely to cause death or serious injury to any person or substantial damage to the quality of air, the quality of soil or the quality of water, or to animals or plants;
- the production, processing, handling, use, holding, storage, transport, import, export or disposal of nuclear materials or other hazardous radioactive substances which causes or is likely to cause death or serious injury to any person or substantial damage to the quality of air, the quality of soil or the quality of water, or to animals or plants;
- the killing, destruction, possession or taking of specimens of protected wild fauna or flora species, except for cases where the conduct concerns a negligible quantity of such specimens and has a negligible impact on the conservation status of the species;
- trading in specimens of protected wild fauna or flora species or parts or derivatives thereof, except for cases where the conduct concerns a negligible quantity of such specimens and has a negligible impact on the conservation status of the species;
- any conduct which causes the significant deterioration of a habitat within a protected site;
- the production, importation, exportation, placing on the market or use of ozone-depleting substances.

Member States shall ensure that legal persons can be held liable for the above mentioned offences where such offences have been committed for their benefit by any person who has a leading position within the legal person, acting either individually or as part of an organ of the legal person, based on:

- a power of representation of the legal person;
- an authority to take decisions on behalf of the legal person; or
- an authority to exercise control within the legal person.

Member States shall also ensure that legal persons can be held liable where the lack of supervision or control, by a person referred to in paragraph 1, has made possible the commission of an offence referred above for the benefit of the legal person by a person under its authority.

Member States shall take the necessary measures to ensure that legal persons held liable are punishable by effective, proportionate and dissuasive penalties.

The request to establish liability of legal person for the committed offense is presented in numerous legal texts and tools. It is important to establish whether all legal texts and norms require to establish criminal liability of
legal persons *stricto sensu* or it is sufficient to implement the norm in a way of any (mainly administrative) liability for the committed offense.

The conducted analysis has confirmed that not all Framework Decisions and Directives require the implementation of the direct criminal liability of legal entities as we know them in relation to natural persons. At the same time, however, the analysis confirmed that all European norms that have been analyzed so far require the legal person to be held accountable for the crimes committed. The notion of responsibility in this context is undoubtedly wider and can be interpreted as a criminal offense by a legal person for committing offenses in the form of administrative punishment or indirect criminal liability of legal persons, as critics of direct criminal liability of legal persons put it.

The analyzed international conventions allow to address the liability of the legal person for offenses and the indirect criminal liability of legal persons or administrative punishment. In their text, they are working on the concept of liability and the imposition of a sanction, not specifying that it is only a penalty. The requirement for conventions is to impose effective and effective sanctions. The requirement of the criminal penalties in the conventions is missing. It implies that the above mentioned Conventions do not require the introduction of direct criminal liability of legal entities, since it is wider in scope and the implementation requirement can be met in the form of administrative punishment.

### 3. Oversea (USDOJ) approach

When a company has voluntarily self-disclosed misconduct in an FCPA matter, fully cooperated, and timely and appropriately remediated, all in accordance with the standards set forth below, there will be a presumption that the company will receive a declination absent aggravating circumstances involving the seriousness of the offense or the nature of the offender. Aggravating circumstances that may warrant a criminal resolution include, but are not limited to, involvement by executive management of the company in the misconduct; a significant profit to the company from the misconduct; pervasiveness of the misconduct within the company; and criminal recidivism.

Cooperation comes in many forms. Once the threshold requirements set out at USAM § 9-28.700 have been met, the Department will assess the scope, quantity, quality, and timing of cooperation based on the circumstances of each case when assessing how to evaluate a company’s cooperation under the FCPA Corporate Enforcement Policy.

Disclosure on a timely basis of all facts relevant to the wrongdoing at issue, includes all relevant facts gathered during a company’s independent investigation; attribution of facts to specific sources where such attribution does not violate the attorney-client privilege, rather than a general narrative of the facts; timely updates on a company’s internal investigation, including but not limited to rolling disclosures of information; all facts related to involvement in the criminal activity by the company’s officers, employees, or agents; and all facts known or that become known to the company regarding potential criminal conduct by all third-party companies (including their officers, employees, or agents). Timely preservation, collection, and disclosure of relevant documents and information relating to their provenance, including:

- disclosure of overseas documents, the locations in which such documents were found, and who found the documents,
- facilitation of third-party production of documents, and
- where requested and appropriate, provision of translations of relevant documents in foreign languages.
Where a company claims that disclosure of overseas documents is prohibited due to data privacy, blocking statutes, or other reasons related to foreign law, the company bears the burden of establishing the prohibition. Moreover, a company should work diligently to identify all available legal bases to provide such documents. Proactive cooperation, rather than reactive means the company must timely disclose facts that are relevant to the investigation, even when not specifically asked to do so, and, where the company is or should be aware of opportunities for the Department to obtain relevant evidence not in the company’s possession and not otherwise known to the Department, it must identify those opportunities to the Department; Where requested, de-confliction of witness interviews and other investigative steps that a company intends to take as part of its internal investigation with steps that the Department intends to take as part of its investigation; and where requested, making available for interviews by the Department those company officers and employees who possess relevant information; this includes, where appropriate and possible, officers, employees, and agents located overseas as well as former officers and employees (subject to the individuals’ Fifth Amendment rights), and, where possible, the facilitation of third-party production of witnesses.

If a criminal resolution is warranted for a company that has voluntarily self-disclosed, fully cooperated, and timely and appropriately remediated, the Fraud Section:

• will accord, or recommend to a sentencing court, a 50% reduction off of the low end of the U.S. Sentencing Guidelines (U.S.S.G.) fine range, except in the case of a criminal recidivist; and
• generally will not require appointment of a monitor if a company has, at the time of resolution, implemented an effective compliance program.

To qualify for the FCPA Corporate Enforcement Policy, the company is required to pay all disgorgement, forfeiture, and/or restitution resulting from the misconduct at issue. To have an effective compliance and ethics program, an organization shall:

• exercise due diligence to prevent and detect criminal conduct; and
• otherwise promote an organizational culture that encourages ethical conduct and a commitment to compliance with the law.
• such compliance and ethics program shall be reasonably designed, implemented, and enforced so that the program is generally effective in preventing and detecting criminal conduct. The failure to prevent or detect the instant offense does not necessarily mean that the program is not generally effective in preventing and detecting criminal conduct.

Due diligence and the promotion of an organizational culture that encourages ethical conduct and a commitment to compliance minimally require the following:

• The organization shall establish standards and procedures to prevent and detect criminal conduct.
• The organization’s governing authority shall be knowledgeable about the content and operation of the compliance and ethics program and shall exercise reasonable oversight with respect to the implementation and effectiveness of the compliance and ethics program.
• High-level personnel of the organization shall ensure that the organization has an effective compliance and ethics program. Specific individual(s) within high-level personnel shall be assigned overall responsibility for the compliance and ethics program.
• Specific individual(s) within the organization shall be delegated day-to-day operational responsibility for the compliance and ethics program. Individual(s) with operational responsibility shall report periodically to high-level personnel and appropriate, to the governing authority, or an appropriate subgroup of the governing authority, on the effectiveness of the compliance and ethics program. To carry out such operational responsibility, such individual(s) shall be given adequate resources, appropriate authority, and direct access to the governing authority or an appropriate subgroup of the governing authority.
The organization shall use reasonable efforts not to include within the substantial authority personnel of the organization any individual whom the organization knew, or should have known through the exercise of due diligence, has engaged in illegal activities or other conduct inconsistent with an effective compliance and ethics program.

The organization shall take reasonable steps to communicate periodically and in a practical manner its standards and procedures, and other aspects of the compliance and ethics program, to the individuals by conducting effective training programs and otherwise disseminating information appropriate to such individuals’ respective roles and responsibilities.

The organization shall take reasonable steps:
- to ensure that the organization’s compliance and ethics program is followed, including monitoring and auditing to detect criminal conduct;
- to evaluate periodically the effectiveness of the organization’s compliance and ethics program; and
- to have and publicize a system, which may include mechanisms that allow for anonymity or confidentiality, whereby the organization’s employees and agents may report or seek guidance regarding potential or actual criminal conduct without fear of retaliation.

The organization’s compliance and ethics program shall be promoted and enforced consistently throughout the organization through
- appropriate incentives to perform in accordance with the compliance and ethics program; and
- appropriate disciplinary measures for engaging in criminal conduct and for failing to take reasonable steps to prevent or detect criminal conduct.

After criminal conduct has been detected, the organization shall take reasonable steps to respond appropriately to the criminal conduct and to prevent further similar criminal conduct, including making any necessary modifications to the organization’s compliance and ethics program. The organization shall periodically assess the risk of criminal conduct and shall take appropriate steps to design, implement, or modify each requirement to reduce the risk of criminal conduct identified through this process.

Conclusions- Intra-Group Compliance Agreement as a solution

Intra-Group Compliance Agreement (further as an “IGCA”) is an internal agreement/contract/ memorandum of understanding. The parties of the IGCA should be (obligatory) Mother company (further referred as “M-COMPANY”) mainly a limited liability corporation or the stock corporation founded usually under the same or different law as the daughter company (further referred as a “D-COMPANY”) in that it holds decisive share to umbrella the organization in its domestic or international activities.

D-COMPANY is usually a limited liability company or a stock corporation under the country law and part of the Group with its direct and indirect shareholdings. M-COMPANY holds the decisive share of D-COMPANY directly. In relation to its shareholdings, as affiliates, D-COMPANY assumes the role of a so-called parent company.

The basic prerequisite to set up the intragroup compliance relationship, is that M-COMPANY has defined the legality of its corporate action (further referred as “Compliance”) as one of its central company objectives and established a separate Compliance Management System ( further referred as “CMS”) usually under the direction of M-COMPANY’s Chief Compliance Officer (further referred as “CCO M-COMPANY”).
It should be agreed in the IGCA that the CCO should be assisted by the Group Compliance Management (further referred as “GCM”) department to support his or her duties, together they will form the Compliance Office M-COMPANY (further referred as “CO M-COMPANY”).

The Group Compliance Officer D-COMPANY (further as “GCO COMPANY”) should support D-COMPANY’s management in meeting its compliance responsibilities. Under his leadership, D-COMPANY establishes to operate a Compliance Management System (further as “CMS”) uniformed to M-COMPANY CMS, which needs to be tailored to the national needs, where necessary. D-COMPANY shall operate a Compliance Program (further as “CP”) in this framework.

The IGCA should state that the Group Compliance Officer in his function (further as the GCO D-COMPANY) is also responsible for the cooperation with D-COMPANY’s affiliates in compliance matters. For example, the affiliates’ Compliance Officers have a duty to report directly to the D-COMPANY and also to the Supervisory Board.

The IGCA should also mention that M-COMPANY and D-COMPANY will cooperate closely on compliance matters in line with the International DRC cooperation/governance model acknowledged by D-COMPANY’s Management.

With the goal of implementing the further development of the D-COMPANY Group’s compliance organization, which was decided by the D-COMPANY Board of Management, the Parties intend to strengthen and intensify the cooperation.

Notwithstanding that, it should be anticipated that the CO M-COMPANY will support the D-COMPANY in designing and operating its compliance organization by providing central expertise in all matters relating to the provisions of the IGCA.

The cooperation governed by the IGCA should be based on the fact that D-COMPANY’s management or the shareholders responsible for its supervision are and shall remain responsible for ensuring compliance.

The cooperation governed by the IGCA should be based on the mutual trust between the M-COMPANY and D-COMPANY. The common high standard of behavior and responsibility of the M-COMPANY and the D-COMPANY precludes, that each submitted request for cooperation meets the legal criteria of the requesting state and M-COMPANY Code of Conduct principles. As well each executed request will meet the legal criteria of the executing state and M-COMPANY Code of conduct principles.

The Parties will furthermore agree that the conclusion of the IGCA shall not alter this responsibility and, in particular, it is not intended to transfer D-COMPANY’s responsibility for ensuring compliance to the CCO, CO M-COMPANY or the M-COMPANY Board of Management.
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